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Program Chairs’ Welcome

It is our great pleasure to welcome you to The Fourth International Conference on Security of Information and Networks (SIN 2011) organized jointly by Macquarie University, Sydney, Australia; Süleyman Demirel University, Turkey; Southern Federal University, Rostov-on-Don, Taganrog, Russia; and Technical University of Darmstadt, Germany.

The main theme of the SIN 2011 conference is security of information and networks. The theme includes the following topics: next generation network architectures, protocols, theory, systems and applications; the development and the realization of cryptographic solutions, security schemes; critical analysis of, and/or experimenting with, existing approaches; secure information systems, especially distributed control and processing applications, and security in networks; interoperability, service levels and quality issues in such systems; information assurance, security, and public policy; detection and prevention of cyber-crimes such as fraud and phishing.

In total, there were 78 papers submitted to SIN 2011. Each paper was assigned at least 3 reviewers. There were 27 full papers accepted to the conference (~35%) with the maximum length of 8 pages. There were 3 student papers accepted with a smaller paper length of 6 pages. There were also 3 position and 9 short papers accepted with the maximum length of 4 pages.

The conference hosted two distinguished researchers who graciously agreed to present their keynote speeches:

- Vijay Varadharajan – Microsoft Chair of Innovation in Computing, Macquarie University, Sydney, NSW, Australia.
- Kevin Kwiat – Principal Computer Engineer, The Cyber Science Branch of the U.S. Air Force Research Laboratory (AFRL), Rome, New York, USA

SIN 2011 Proceedings was published as part of the International Conference Proceedings Series by the ACM and, along with the proceedings of SIN 2009 and SIN 2010, it was placed on the ACM Digital Library for perpetual online access.

We extend our thanks to all the authors (of all the papers – both accepted and rejected), the participants, the presenters and the session chairs for their effort and support. We would like to express our gratitude to the program committee members, who worked very hard in reviewing papers and providing suggestions for their improvements.

We hope that the conference gave an excellent opportunity to air thought-provoking views and to benefit from sharing ideas with other researchers and practitioners from both academia and industry.
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